Awareness Documentation: UC-One Firewall Rules and
Policies

Designed to provide firewall recommendations for settings and port openings. Evolve strides to provide the most ideal settings for the most common
firewalls. However, knowing the exact settings for customer firewalls, IT vendors, and ISP carriers is the responsibility of the customer and their contracted
IT vendors.

NOTE: Evolve IP offers recommendations, however, the customer is responsible for all security associated with port openings in their firewall and in no
way maintains liability for customer firewall settings.

Firewall Guides

A Platform
B Platform
C Platform
D Platform
F Platform

For more information on the UC-One application, including advanced topics, features, use of the application or further troubleshooting, please
consult the UC-One User Guide found in the Help menu of the application which will navigate to the Evolve IP Knowledge Base to search UC-
One End-User Support.


https://support.evolveip.net/download/attachments/38473915/UC-One%20-%20A%20Cluster%20-%20Firewall%20Rules%20and%20Policies%20Updates%202020_04%20%281%29.pdf?version=2&modificationDate=1636487519000&api=v2
https://support.evolveip.net/download/attachments/38473915/UC-One%20-%20B%20Cluster%20-%20Firewall%20Rules%20and%20Policies%20Updates%202020_04.pdf?version=7&modificationDate=1636487596000&api=v2
https://support.evolveip.net/download/attachments/38473915/UC-One%20-%20C%20Cluster%20-%20Firewall%20Rules%20and%20Policies%20Updates%202020_04.pdf?version=6&modificationDate=1636487597000&api=v2
https://support.evolveip.net/download/attachments/38473915/UC-One%20-%20D%20Cluster%20-%20Firewall%20Rules%20and%20Policies%20Updates%202020_04.pdf?version=6&modificationDate=1636487597000&api=v2
https://support.evolveip.net/download/attachments/38473915/UC-One%20-%20Firewall%20Rules%20and%20Policies%20Updates%20F%20Platform%20%281%29.pdf?version=3&modificationDate=1636487596000&api=v2
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